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Procedure to enrol in Multifactor Authentication  

 
In browser open URL 

 

https://id.mybelron.net  

Sign in with your domain 

username and password. 

 

This can either be: 

 

Firstname.lastname 

 

Or 

firstname.lastname@domain 

 

If Okta finds two accounts 

with the same 

firstname.lastname then the 

domain name is required. 

 

  
Enter your domain password 

 

There is not a separate 

password for Okta. It is the 

password you use to log onto 

your company network. 

 

 

  

https://id.mybelron.net/
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Provide secondary 

authentication. 

 

You have the choice of 

secondary verification 

(known as Multifactor 

Authentication or MFA) 

• Okta Verify app 

(preferred) 

• SMS 

• Voice call to mobile 

 

 

Click on “Setup” for Okta 

Verify 

 

 

 
Download the Okta Verify 

app from your app store. 

 

Note: The ‘Okta Mobile’ app 

is different to ‘Okta Verify’; 

choose Okta Verify.  

 

Select your device operating 

system click “Next”. 
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A QR code will be displayed 

to scan from the Okta Verify 

app. 

 

 
Open Okta Verify application 

on your new device.  

1- Click “+” 

 

 

 

 

2- Choose “Organization” 

 

 

 

 

 

 

 

 

 

 

 

 

 

3- Tap on “Scan a QR Code” 

to scan the QR code on 

screen. 
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Okta Verify is successfully 

enrolled. 
 

 

 

 
 

If you only have a device and 

cannot scan the QR code 

then below the QR code click 

on “Can’t Scan” 
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Enter your mobile number to 

send an SMS to your device 

with an activation link 

 

 
Click on the link in the SMS to 

be taken to an Okta web 

page. 

 

Confirm the web page is 

allowed to open the Okta 

Verify app by clicking on 

“Open” 
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Okta Verify opens to a 

welcome page. 

 

Click on “Get Started” 

 

 
Okta Verify is set up and you 

will see a confirmation 

screen. 

 

Click on “Done” 
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Setup SMS Authentication 

 

1. Click on SMS 

Authentication “Setup” 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

2. Pick your country from 

the dropdown and enter 

your mobile device 

phone number  

3. Click on “Send Code” 

button 
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4. Enter the code that is 

sent to your mobile 

device and click “Verify”. 

 

 

 
 

Setup Voice Call 

Authentication 

 

1. Click on Voice Call 

Authentication “Setup” 
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2. Pick your country from 

the dropdown and enter 

your mobile device 

phone number  

3. Click on “Call” button 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

4. Enter the code dictated 

from Okta 

 

 

 

 

 

5. Click “Verify”. 
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After setting up at least one 

form of verification, click 

“Finish” to complete the 

process. 

 

 
After clicking “Finish” you are 

signed into the Okta 

dashboard where you will see 

the applications assigned to 

you. 

 

The dashboard may be blank 

if you have enrolled ahead of 

applications being assigned 

to you. 

 

For further information on 

using Okta please see <link> 

 

 

 

  

https://support.okta.com/help/s/article/Intro-to-Okta-for-Users?language=en_US
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