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Procedure for changing your device. Do this whilst you still have the old device to be able to log
into Okta and switch devices.

In browser open Belron | https://id.mybelron.net
Okta

For further information on
logging into Okta please see
<link>

Login to your account.

BELRON

Sign In
Username
Password

[v] rRemember me



https://avanade.sharepoint.com/:w:/r/sites/BelronIAM/Shared%20Documents/General/IAM%20Implementation%20Phase/2%20-%20WP2%20Tenant-Workday-Anaplan-SalesForce_Marketing/Deliverables%20and%20Work%20products/SOPs/SOPS%20for%20go%20live%20Dec%2021/Belron_Okta_User_Guide_Login%20V01.docx?d=w3e77075dc1cd4a788f12708f18f4e5d0&csf=1&web=1&e=CY9pzk
https://id.mybelron.net/
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On your Dashboard, click
on your name and go to
Settings.

Ean | 4 ) ) -—
Q_ Search your apps
BELRON Belron
& MyApps
i
@ My Apps
L]}
‘ Notifications
Settings
== Add apps
,ﬂ Preferences
]
O Sign out

Add apps to your launch

Please contact your admin for assistance.

In the settings, go to “Extra
Verification” section.

To change device, you will
first have to the
association with you old
device.

Click on “Remove” button
for each verification that is
relevant to you..

v+ Exira Verification

Extra verlfication Increases your account security when signing In to Okta and other
applications you use

Okta Verify Remove
SMS Authentication Setup
Voice Call Authentication Setup

Click “Yes” to verify your
decision.

¥ + Remove Okta Verify

Are you sure you want to remove Okta Verlfy enroliment?

8

MS Authentication Set
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Click on “Set up” next to
each verification approach
you wish to use to enrol
new device.

This is the same process as
you followed when
enrolling. An example for
Okta Verify is shown
below.

v Extra Verification

Extra verification Increases your account securlty when signing In to Okta and other
applications you use

Okta Verify Setup
SMS Authentication Setup
Voice Call Authentication Setup
Click Setup.
el | 4
BELRON

Set up multifactor authentication

Your company requires multifactor
authentication to add an additional layer of
security when signing in to your Okta account

e Okta Verify

Use a push notification sent to the
meobile app.

Setup
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Download the Okta Verify
app from your app store.

Note: The Okta Mobile app
is not Okta Verify; there
are two separate
applications.

Select your device
operating system click
“Next”.

a4
BELRON

O

Setup Okta Verify

Select your device type

iPhone

() Android
Download Okta Verify from the App
Store onto your mobile device.

Back to factor list

A QR code will be displayed
to scan from the Okta
Verify app.

a4
BELRON

Setup Okta Verify

Launch Okta Verify
application on your
mabile device and
select Add an account.

Can't scan?

Back to factor list
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Open Okta Verify
application on your new
device.

1- Click “+”

2- Choose “Organization”

3- Tap on “Scan a QR Code”
to scan the QR code on
screen.

okta verify

Add Account

Choose Account Type

Choose the type of account you would like
to add

Organization

Okta Verify

Verify To Continue

If your organization provided a QR code, you
can scan it to continue.

Otherwise, you can sign in with your
organization's Okta account.

Scan a QR Code

Sign In
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Okta Verify is successfully
enrolled.

Okta Verify

Account Added
elro m

=] €

You can now securely sign in to your organization's
apps.

Return to your organization's instructions to
continue.

Important: Keep this app installed on your device.
You'll need it to sign in.

okta Verify

n Id.mybelron.net

forename Jastname@domain

405 815

After successful scan of QR
code your webpage will be
redirected to Setting page
on your profile.
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